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3rd PARTY /
SUPPLY CHAIN

TECHNOLOGY

CYBER SECURITY STRATEGY

VULNERABILITY
MGT AND PATCHING

EMAIL
SECURITY

PENETRATION
TESTING

PROACTIVE NETWORK
MONITORING SEGMENTATION
SOCIAL MULTI-FACTOR
ENGINEERING AUTHENTICATION
INCIDENT SECURITY
RESPONSE PLAN AWARENESS

POLICY FRAMEWORK, POLICIES AND STANDARDS

APPLICATION
WHITELISTING

APPLICATION
HARDENING

ACCESS MGT



